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Conclusion: Assumptions 

 Assumptions 

 Information-theoretic extension is impossible 

 One-way function is the weakest possible assumption  

 Random oracle is most efficient assumption 



Conclusion: Security Models 

 Semi-honest vs Malicious 

 Semi-honest is highly efficient 

 Malicious is practical 

 

 Static vs Adaptive 

 Static is highly efficient 

 Adaptive is impractical 



Conclusion: Length 

 Message Length 

 Possible to send shorter messages with improved efficiency 

 

 Number of underlying Ots 

 Impossible to base extension on log(k) OTs 


